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INFORMATION & CYBER SECURITY POLICY 

 
Ansaldo Energia Group is fully dedicated to continuously improve and enforce its 
security processes in order to mitigate risks coming from cyber threats impacting assets, 
data, information and systems and to consistently manage the related impacts by: 
 

• Protecting the interest of the Ansaldo Energia Group, stakeholder, employees, 
customers and third parties, ensuring a standard model for the information 
protection and management of related risks according to applicable laws and 
regulations; 

• Guaranteeing a proper information protection and the continuity of business 
processes, based on the requested level of confidentiality, integrity and availability; 

• Responding proactively and effectively to the growing of cyber threats in particular 
developing mechanisms to prevent data breaches; 

• Optimizing information security investments based on information risk levels 
minimizing the impacts on business operation; 

• Defining roles and responsibilities for managing IT processes and information 
security in order to pursue the Group’s goals in the interests of stakeholder, 
employees, customers and third-parties; 

• Collaborating with all the  competent public and private entities in order to 
guarantee its contribution to guarantee the cyber security of all the process and 
activities where the Ansaldo Energia Group is actively involved.  
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